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Trending topics: 27th July 2020 

“Telecom Argentina was reportedly hit by a ransomware attack on Saturday last 
week i.e. July 18th,2020 and reports are in that the hackers who infiltrated the 
network are demanding $7.5 million as ransom to free up the database from the 
file encrypting malware..”……. 
 
 

- July 20, 2020 

Read more… Cybersecurity Insiders  

Telecom Argentina hit by Ransomware Attack and demand is for $7.5 million 

 

With your help we can prevent Millicom from being part of a story like this! 

SECURITY FOR ROADWARRIORS 

You might want to get out of the house today and work at your local coffee shop, maybe you're on vacation or 

maybe you're traveling on business. Be aware of your surroundings, it is important to have a sense of situational 

awareness. Who are you talking to and sharing information with, where are you connecting? Sharing information 

with the wrong people can make you an easy target. 

 

These recommendations will be easy to make and will have a high impact on the security of the company. 

- Take your laptop and smartphone with you, and don't ask strangers to watch them for you if you need to get 

away briefly. 

- Never use a borrowed charger, a public charger, or a charging port in a hotel room. 

- See who is nearby, and if they seem to have an unusual interest in what you are doing. 

- Only use trusted Wifi Hotspots.   

- Enable a secure password when using a mobile hotspot. 

- Always use the corporate-approved VPN when using public WIFI. 

- Disable automatic login.  

- Pay special attention for strangers watching you when entering user name and password 

- Make sure you have installed the corporate supplied privacy screen on your laptop 

- Keep your operating system and applications up to date. Make sure laptops are rebooted regularly to install any 

pending updates. 

https://www.cybersecurity-insiders.com/telecom-argentina-hit-by-ransomware-attack-and-demand-is-for-7-5-million/

